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Washington, DC 20554

Re: Cox Communications, Inc. and its Affiliates
Certification ofCPNI Filing (February 6,2006)
File No. EB-06-TC-060

Dear Ms. Dortch:

In accordance with the requirements of the Commission's February 6,2006 Public
Notice l in this matter, Cox Communications, Inc. hereby submits its CPNI compliance
certification for its operations and the operations of its affiliates.

Please inform me if any questions should arise in connection with this submission

~arrington
Counsel to Cox Communications, Inc.
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Best Copy and Printing

I "Enforcement Bureau Directs All Telecommunications Carriers to Submit CPNI Compliance Certifications,"
Public Notice, DA 06-223 (reI. Jan. 30, 2006) (the "Public Notice ").



CPNI COMPLIANCE
ANNUAL OFFICER CERTIFICATION

As set forth in the Federal Communication Commission's ("FCC") rules

regarding Customer Proprietary Network Information ("CPNI"), 47 C.F.R. §64.2009

(hereinafter the "CPNI Rules"), telecommunications carriers are required to implement

safeguards for the use of CPNI and have an officer, as an agent of the carrier, sign an

annual compliance certificate stating that the company has established operating

procedures that are adequate to ensure compliance with the CPNI Rules. The carrier

must also provide a statement accompanying the certificate explaining how its operating

procedures ensure that it is or is not in compliance with the CPNI Rules.

Based upon the results of an audit of the CPNI operating procedures followed by

each Cox Telcom entity that provides telephone service to residential and/or business

customers from January 1, 2005 through December 31, 2005, I certify that I have

personal knowledge that the Cox Telecom entities have established operating procedures

that are adequate to ensure compliance with the CPNI Rules. The accompanying CPNI

compliance certification statements signed by the Vice Presidents of Marketing, Human

Resources, and Customer Care for each Cox Telcom entity explain the procedures

followed by each entity with respect to CPNI and any deviations therefrom. The

Supporting Statement further explains Cox's CPNI compliance procedures.

BY~/~~
carrin~lb.PJ

Title 'Vlc:.£.'E>I'~ t:N(
Vice President .

Date L II!tJ'



CPNI Compliance
Supporting Statement

The following statement is provided pursuant to 47 U.S.C. §64.2009(e) to explain
how the operating procedures of the entities certified ensure compliance with the
applicable rules affecting use of customer proprietary network information.

Customer CPNI Approval Status.
Documentation of customer CPNI permission is maintained in the individual customer's
account file in the Cox ICOMS billing and account system.

Training.

A CPNI training course must be passed by all employees and contractors with access to
CPNI. Compliance for employees is tracked through Cox University and all contractors
must certify that their employees have taken and passed the course. All new hires who
use CPNI information for sales or marketing activities must take the training prior to
accessing or using any Cox telephone customer's CPNI.

Sales/Marketing Campaigns and Supervisory Review.

Cox operating systems are now each responsible for maintaining records of all Cox sales
and marketing campaigns that use Cox customer's CPNI. In addition, records are
maintained of all instances where CPNI was disclosed or provided to third parties, or
where third parties were allowed access to CPNI (e.g. telemarketing vendors, business
partners, etc.). The record includes a description ofeach campaign, the specific CPNI
that was used in the campaign, and what products and services were offered as part of the
campaign. These records are maintained for a minimum of one year. A disciplinary
process exists for those persons who fail to comply with Cox's CPNI procedures.

Each system also has a supervisory review process to ensure compliance with CPNI
restrictions when conducting outbound marketing. Records of compliance with this
requirement are maintained a minimum ofone year.

Annual Certification Process.
The following procedures are followed to ensure our systems are in compliance with the
annual certification process.

1. The VP's ofHR, Marketing and Customer Care sign a "CPNI Compliance
Certificate" certifying that their system is in compliance with the CPNI rules, and
noting those instances, if any, when they were not in compliance. Each Cox
system in a state prepares a separate certification.

2. Carey Phillip, V.P. ofRegulatory, as an officer of each of the Telcom companies,
signed the 2005 annual officer certification stating based upon the results of an
audit of the CPNI operating procedures followed by each Cox Telcom entity that



provides telephone service to residential and/or business customers from January
1, 2005 through December 31, 2005, he has personal knowledge that the Cox
Telecom entities have established operating procedures that are adequate to
ensure compliance with the CPNI Rules.

3. A copy of all system CPNI Compliance Certificates and the Annual Officer
Certification is kept on file in Cox's Headquarters location in Atlanta, Georgia.
Cox is providing these documents to the FCC pursuant to its direction published
on January 30, 2006.

4. Training records for CPNI and a copy of the signed CPNI Compliance
Certificates are maintained at each system.

5. All employees subject to CPNI will be required to take an updated CPNI course
when any changes in the law occur, or at the system's discretion, annually. Cox
Legal will notify the Systems of any changes in the law that necessitates
additional CPNI training.

6. All new hires subject to CPNI receive the training prior to accessing or using any
CPNI.

7. Detailed customer calling records, which are considered particularly confidential,
are accessible only by a central group and provided to customers only after receipt
of a signed release or accessing the customer's password protected online
account.



CPNI COMPLIANCE CERTIFICATE
cox
CO~l1UNICATIONS

The federal laws governing the use and disclosure of residential and business telephone customers' network information (also known
as "CPNI" or Customer Proprietary Network Information) require that all telecommunications carriers establish effective safeguards
to protect against unauthorized access to CPNI by their employees, agents, or unaffiliated third parties or affiliated companies that
provide non-communications related services (e.g. Cox cable, Digital Cable, etc.). Examples ofCPNI include who, when and where a
customer calls; how much a customer spends on phone calls; the phone services subscribed to or used; price plans; billing information;
and related phone information. The CPNI laws impact how Cox uses CPNI to market and sell Cox video, high speed internet, and
additional telephone services. A subscriber's name, address and phone number (if published) is not CPN!. For more details about the
CPNI rules, visit the Cox Legal Department's website on the CCI Intranet at the following address:
http://axis.cci.cox.com/catilegaIJOperations%20Product%20Supporrt/Telephony/Telephony.htm.

On behalf of Cox Telcom !.JJV{S/A4I1t [fnsert State where System located], L.L.C. d/b/a as Cox Communications ("Cox"), we
certifY that Cox maintained the following procedures during the period of January 1, 200~ through December 31,200:)" to ensure
that Cox safeguards its telephone customers' CPNI information as mandated by the FCC's rules set forth in 47 C.F.R. §64.2009. Any
exceptions or deviations to Cox's procedures are listed below, along with an explanation of any corrective measures undertaken by
Cox.

(Please Check Each Required Procedure Implemented)

~ CPNJ Approval Status. Cox maintains a record ofa customer's opt-in or opt-out consent, as appropriate, in the customer's internal records.

(Please detail any deviations from this policy.)

~ CPNJ Training. Cox personnel who have access to Cox phone customers' CPNI information have received training on when they are, and are
not, authorized to use CPNI information. Cox has disciplinary process in place for personnel who inappropriately use CPNI information.
(Please detail any deviations from this policy.)

,

Marketing and Sales Activities. Cox maintains records of all sales and marketing campaigns where CPNI was disclosed or provided to third
parties, such as Cox vendors or business partners, These records include a description of each campaign, the specific CPNI used in the
campaign, and what products and services were offered as part of the campaign.

(List any deviations to this policy and the corrective actions that were taken.)

Njtt

Marketing and Sales Activities. All outbound marketing campaigns using CPNI were reviewed and approved, prior to being distributed to Cox
phone customers, by system supervisory personnel trained on the application of the CPNI rules.

(List any deviations to this policy and the corrective actions that were taken.)
fJ/A )/0 ()lJT~a illJi) e~R.4"'~ ()sG> c..f'JJI l",r~Jl.-M.,6.TiulI IN to~r.
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This CPNI Compliance Certificate must be signed by the Vice President (or if none, the Director) of each functional area
noted below in each Cox system that offers Cox Digital Telephone® service.

Marketing Customer Care-
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CPNI COMPLIANCE CERTIFICATE
cox
cunlUMICAlIOMS

The federal laws governing the use and disclosure of residential and business telephone customers' network information (also known
as "CPNI" or Customer Proprietary Network Information) require that all telecommunications carriers establish effective safeguards
to protect against unauthorized access to CPNI by their employees, agents, or unaffiliated third parties or affiliated companies that
provide non-communications related services (e.g. Cox cable, Digital Cable, etc.). Examples ofCPNI include who, when and where a
customer calls; how much a customer spends on phone calls; the phone services subscribed to or used; price plans; billing information;
and related phone information. The CPNI laws impact how Cox uses CPNI to market and sell Cox video, high speed internet, and
additional telephone services. A subscriber's name, address and phone number (if published) is not CPNI. For more details about the
CPNI rules, visit the Cox Legal Department's website on the CCI Intranet at the following address:
http://axis.cci.cox.com/catllegal/Operations%20Product%20Supporrt/Telephony/Telephony.htm.

On behalf of Cox Telcom , Florida, L.L.C. d/b/a as Cox Communications ("Cox"), we certify that Cox maintained the following
procedures during the period ofJanuary 1,2005 through December 31, 2005 to ensure that Cox safeguards its telephone customers'
CPNI information as mandated by the FCC's rules set forth in 47 C.F.R. §64.2009. Any exceptions or deviations to Cox's procedures
are listed below, along with an explanation of any corrective measures undertaken by Cox.

(Please Check Each Required Procedure Implemented)

>i CPNI Approval Status. Cox maintains a record of a customer's opt-in or opt-out consent, as appropriate, in the customer's internal records.
(Please detail any deviations from this policy.)

CPNI Training. Cox personnel who have access to Cox phone customers' CPNI information have received training on when they are, and are
not, authorized to use CPNI information. Cox has disciplinary process in place for personnel who inappropriately use CPNI information.
(Please detail any deviations from this policy.)

'$ Marketing and Sales Activities. Cox maintains records of all sales and marketing campaigns that use CPNI information. All such campaigns
were directed only to telephone customers that gave Cox opt-in or opt-out consent as appropriate, to use such information. The only exception
to this statement is some campaigns were targeted to subscribers when the service being marketed met a specific exemption set forth in the
CPNI rules.
(List any deviations to this policy and the corrective actions that were taken.)

~ Marketing and Sales Activities. Cox maintains records of all sales and marketing campaigns where CPNI was disclosed or provided to third
parties, such as Cox vendors or business partners. These records include a description of each campaign, the specific CPNI used in the
campaign, and what products and services were offered as part of the campaign.
(List any deviations to this policy and the corrective actions that were taken.)

Marketing and Sales Activities. All outbound marketing campaigns using CPNI were reviewed and approved, prior to being distributed to Cox
phone customers, by system supervisory personnel trained on the application of the CPNI rules.
(List any deviations to this policy and the corrective actions that were taken.)

Printed NamePrinted Name

This CPNI Compliance Certificate must be signed by the Vice President (or if non e Director) of each functional area
noted below in each Cox system that offers Cox Digital Te phon ® service.

Marketing ustom Care

'~\.~6-\~,~-\~~~
Signature

David Saldarriaga

Director, Human Resources & Development Director, Marketing & Sales VP & General Manager - Central Florida

Title

December 1,2005

Title

December 1, 2005

Title

December 1, 2005

Date Date Date



CPNI COMPLIANCE CERTIFICATE
cox
COMMUIICATIOIS

The federal laws governing the use and disclosure of residential and business telephone customers' network information (also known
as "CPNI" or Customer Proprietary Network Information) require that all telecommunications carriers establish effective safeguards
to protect against unauthorized access to CPNI by their employees, agents, or unaffiliated third parties or affiliated companies that
provide non-communications related services (e.g. Cox cable, Digital Cable, etc.). Examples ofCPNI include who, when and where a
customer calls; how much a customer spends on phone calls; the phone services subscribed to or used; price plans; billing information;
and related phone information. The CPNI laws impact how Cox uses CPNI to market and sell Cox video, high speed internet, and
additional telephone services. A subscriber's name, address and phone number (if published) is not CPNI. For more details about the
CPNI rules, visit the Cox Legal Department's website on the CCI Intranet at the following address:
http://axis.cci.cox.com/catllegaI/Operations%20Product%20Supporrt/Telephony/Telephony.htm.

On behalfof Cox Nebraska Telcom, L.L.C. d/b/a as Cox Communications ("Cox"), we certify that Cox maintained the following
procedures during the period of January 1,2005_ through December 31, 2005_ to ensure that Cox safeguards its telephone
customers' CPNI information as mandated by the FCC's rulesset forth in 47 C.F.R. §64.2009. Any exceptions or deviations to Cox's
procedures are listed below, along with an explanation ofany corrective measures undertaken by Cox.

(Please Check Each Required Procedure Implemented)

1i( CPNI Approval Status. Cox maintains a record of a customer's opt-in or opt-out consent, as appropriate, in the customer's internal records.
(Please detail any deviations from this policy.)

~ CPNI Training. Cox personnel who have access to Cox phone customers' CPNI information have received training on when they are, and are
not, authorized to use CPNI information. Cox has disciplinary process in place for personnel who inappropriately use CPNI information.
(Please detail any deviations from this policy.)

~ Marketing and Sales Activities. Cox maintains records of all sales and marketing campaigns that use CPNI information. All such campaigns
were directed only to telephone customers that gave Cox opt-in or opt-out consent as appropriate, to use such information. The only exception
to this statement is some campaigns were targeted to subscribers when the service being marketed met a specific exemption set forth in the
CPNI rules.
(List any deviations to this policy and the corrective actions that were taken.)

~ Marketing and Sales Activities. Cox maintains records of all sales and marketing campaigns where CPNI was disclosed or provided to third
parties, such as Cox vendors or business partners. These records include a description of each campaign, the specific CPNI used in the
campaign, and what products and services were offered as part of the campaign.
(List any deviations to this policy and the corrective actions that were taken.)

Marketing and Sales Activities. All outbound marketing campaigns using CPNI were reviewed and approved, prior to being distributed to Cox
phone customers, by system supervisory personnel trained on the application of the CPNI rules.
(List any deviations to this policy and the corrective actions that were taken.)

Title

DateDate

Human Resources

Date

This CPNI Compliance Certificate must be signed by the Vice President (or if none, the Director) of each functional area
noted below in each Cox system that offers Cox Digital Telephone® service.

Marketing /}: Customer Care
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CPNI COMPLIANCE CERTIFICATE cox'
CO U1UHIGATIONS

The federal laws governing the use and disclosure of residential and business telephone customers' network information (also known
as "CPNI" or Customer Proprietary Network Information) require that all telecommunications carriers establish effective safeguards
to protect against unauthorized access to CPNI by their employees, agents, or unaffiliated third parties or affiliated companies that
provide non-communications related services (e.g. Cox cable, Digital Cable, etc.). Examples of ePNI include who, when and where a
customer calls; how much a customer spends on phone calls; the phone services subscribed to or used; price plans; billing information;
and related phone information. The CPNI laws impact how Cox uses CPNI to market and sell Cox video, high speed internet, and
additional telephone services. A subscriber's name, address and phone number (if published) is not CPNI. For more details about the
CPNI rules, visit the Cox Legal Department's website on the CCI Intranet at the following address:
http://axis.cci.cox.com/catllegal/Operations%20Product%20Supporrt/Telephony/Telephony.htm.

On behalf of Cox Telcom A"'1- [Insert State where System located], L.L.C. d/b/a as Cox Communications ("Cox"), we
certifY that Cox maintained the following procedures during the period of January 1,200_ through December 31,200_ to ensure
that Cox safeguards its telephone customers' CPNI information as mandated by the FCC's rules set forth in 47 C.F.R. §64.2009. Any
exceptions or deviations to Cox's procedures are listed below, along with an explanation ofany corrective measures undertaken by
Cox.

I
~

(Please Check Each Required Procedure Implemented)

CPNI Approval Status. Cox maintains a record of a customer's opt-in or opt-out consent, as appropriate, in the customer's internal records.
(Please detail any deviations from this policy.)

CPNI Training. Cox personnel who have access to Cox phone customers' CPNI information have received training on when they are, and are
not, authorized to use CPNI information. Cox has disciplinary process in place for personnel who inappropriately use CPNI information.
(Please detail any deviations from this policy.)

rJ Marketing and Sales Activities. Cox maintains records of all sales and marketing campaigns that use CPN! information. All such campaigns
were directed only to telephone customers that gave Cox opt.in or opt-out consent as appropriate, to use such information. The only exception
to this statement is some campaigns were targeted to subscribers when the service being marketed met a specific exemption set forth in the
CPNI rules.
(List any deviations to this policy and the corrective actions that were taken.)

Marketing and Sales Activities. Cox maintains records of all sales and marketing campaigns where CPNI was disclosed or provided to third
parties, such as Cox vendors or business partners. These records include a description of each campaign, the specific CPNI used in the
campaign, and what products and services were offered as part of the campaign.

(List any deviations to this policy and the corrective actions that were taken.)

MarJieting and Sale~' Activities. All outbound marketing campaigns using CPNI were reviewed and approved, prior to being distributed to Cox
phone customers, by system supervisory personnel trained on the application of the CPNI rules.
(List any deviations to this policy and the corrective actions that were taken.)

Date

/~~.(YgnaiUe
LEe t<

Printed Name

Date

Printed Name

This CPNI Compliance Certificate must be signed by the Vice President (or if none, the Director) of each functional area
noted below in each Cox system that offers Cox Digital Telephone® service.

Marketing Customer Care

/.de~~~'=J..~
~/4 ILl Z/9A..1 0

Human Resources

Date



CPNI COMPLIANCE CERTIFICATE
cox
COMMUNICATIONS

The federal laws governing the use and disclosure of residential and business telephone customers' network information (also known
as "CPNI" or Customer Proprietary Network Information) require that all telecommunications carriers establish effective safeguards
to protect against unauthorized access to CPNI by their employees, agents, or unaffiliated third parties or affiliated companies that
provide non-communications related services (e.g. Cox cable, Digital Cable, etc.). Examples ofCPNI include who, when and where a
customer calls; how much a customer spends on phone calls; the phone services subscribed to or used; price plans; billing information;
and related phone information. The CPNI laws impact how Cox uses CPNI to market and sell Cox video, high speed internet, and
additional telephone services. A subscriber's name, address and phone number (if published) is not CPNI. For more details about the
CPNI rules, visit the Cox Legal Department's website on the CCI Intranet at the following address:
http://axis.cci.cox.com/catllegal/Operations%20Product%20SupporrtlTelephonylTelephony.htm.

On behalf of Cox Te1com Ne. vo...dA- [Insert State where System located], L.L.C. d/b/a as Cox Communications ("Cox"), we
certify that Cox maintained the following procedures during the period of January I, 200 .s through December 31, 2002 to ensure
that Cox safeguards its telephone customers' CPNI information as mandated by the FCC's rules set forth in 47 C.F.R. §64.2009. Any
exceptions or deviations to Cox's procedures are listed below, along with an explanation of any corrective measures undertaken by
Cox.

(Please Check Each Required Procedure Implemented)

rYCPNl Approval Status. Cox maintains a record of a customer's opt-in or opt-out consent, as appropriate, in the customer's internal records.
(Please detail any deviations from this policy.)

lit CPNI Training. Cox personnel who have access to Cox phone customers' CPNI infOimation have received training on when they are, and are
not, authorized to use CPNI information. Cox has disciplinary process in place for personnel who inappropriately use CPNI information.
(Please detail any deviations from this policy.)

rI Marketing Qlld Sales Activities. Cox maintains records of all sales and marketing campaigns that use CPNI information. All such campaigns
were directed only to telephone customers that gave Cox opt-in or opt-out consent as appropriate, to use such information. The only exception
to this statement is some campaigns were targeted to subscribers when the service being marketed met a specific exemption set forth in the
CPNI rules.
(List any deviations to this policy and the corrective actions that were taken.)

ri' Marketing alld Sales Activities. Cox maintains records of all sales and marketing campaigns where CPNI was disclosed or provided to third
parties, such as Cox vendors or business partners. These records include a description of each campaign, the specific CPNI used in the
campaign, and what products and services were offered as part of the campaign.
(List any deviations to this policy and the corrective actions that were taken.)

~ Marketing and Sales Activities. All outbound marketing campaigns using CPNI were reviewed and approved, prior to being distributed to Cox
phone customers, by system supervisory personnel trained on the application of the CPNI rules.
(List any deviations to this policy and the corrective actions that were taken.)

DateDateDate' I

Human Resources

-1~~'~
'c.Jo~a.. H. weng~

Printed Name
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Title
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CPNI COMPLIANCE CERTIFICATE
cox
COM&1UNICATIONS

The federal laws governing the use and disclosure of residential and business telephone customers' network information (also known
as "CPNI" or Customer Proprietary Network Information) require that all telecommunications carriers establish effective safeguards
to protect against unauthorized access to CPNI by their employees, agents, or unaffiliated third parties or affiliated companies that
provide non-communications related services (e.g. Cox cable, Digital Cable, etc.). Examples ofCPNI include who, when and where a
customer calls; how much a customer spends on phone calls; the phone services subscribed to or used; price plans; billing information;
and related phone information. The CPNI laws impact how Cox uses CPNI to market and sell Cox video, high speed internet, and
additional telephone services. A subscriber's name, address and phone number (if published) is not CPNI. For more details about the
CPNI rules, visit the Cox Legal Department's website on the CCI Intranet at the following address:
htt ://axis.cci.cox.com/catlleoal/O erations%20Product%20Su orrt/TeJe hon /TeJe hon .htm.

On behalf of Cox TeJcorri _ Il£otJ;~ [Insert State where System lo~ated], L.L.c. d/b/a as Cox Communications ("Cox"), we
certify that Cox maintained the following procedures during the period of January I, 200 S through December 31, 2002.. to ensure
that Cox safeguards its telephone customers' CPNI information as mandated by the FCC's rules set forth in 47 C.F.R. §64.2009. Any
exceptions or deviations to Cox's procedures are listed below, along with an explanation of any corrective measures undertaken by
Cox.

(Please Check Each Required Procedure Implemented)

./CPNI Approval Status. Cox maintains a record of a customer's opt-in or opt-out consent, as appropriate, in the customer's internal records.
(Please detail any deviations from this policy.)

CPNI Training. Cox personnel who have access to Cox phone customers' CPN] information have received training on when they are, and are
not, authorized to use CPNI information. Cox has disciplinary process in place for personnel who inappropriately use CPNI information.

(Please detail any deviations/rom this policy.)

~Marketing and Sales Activities. Cox maintains records of all sales and marketing campaigns that use CPNI information. All such campaigns
were directed only to telephone customers that gave Cox opt-in or opt-out consent as appropriate, to use such information. The only exception
to this statement is some campaigns were targeted to subscribers when the service being marketed met a specific exemption set forth in the
CPNI rules.

(List any deviations to this policy and the corrective actions that were taken.)

rsI Marketing and Sales Activities. Cox maintains records of all sales and marketing campaigns where CPN] was disclosed or provided to third
parties, such as Cox vendors or business partners. These records include a description of each campaign, the specific CPNI used in the
campaign, and what products and services were offered as part of the campaign.

(List any deviations to this policy and the corrective actions that were taken.)

'ffI Marketing and Sales Activities. All outbound marketing campaigns using CPNI were reviewed and approved, prior to being distributed to Cox
phone customers, by system supervisory personnel trained on the application of the CPNI rules.

(List any deviations to this policy and the corrective actions that were taken.)

Title

Date
/2..- 00-05

Printed Name

:]) 1il.~C-IDf.

This CPNI Compliance Certificate must be signed by the Vice President (or if none, the Director) of each functional area
noted below in each Cox system that offers Cox Digital Telephone® service.

'<I-~~,JJLs.:.J.t.l..J"ejYH"".Ll!:.:J+..Jl.i.J.",,~,_I- M~ ~~
~ture Signature
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CPNI COMPLIANCE CERTIFICATE
cox
CO.IIIICATIOIS

The federal laws governing the use and disclosure of residential and business telephone customers' network information (also known
as "CPNI" or Customer Proprietary Network Information) require that all telecommunications carriers establish effective safeguards
to protect against unauthorized access to CPNI by their employees, agents, or unaffiliated third parties or affiliated companies that
provide non-communications related services (e.g. Cox cable, Digital Cable, etc.). Examples ofCPNI include who, when and where a
customer calls; how much a customer spends on phone calls; the phone services subscribed to or used; price plans; billing information;
and related phone information. The CPNI laws impact how Cox uses CPNI to market and sell Cox video, high speed internet, and
additional telephone services. A subscriber's name, address and phone number (if published) is not CPNI. For more details about the
CPNI rules, visit the Cox Legal Department's website on the CCI Intranet at the following address:
http://axis.cci.cox.com/catilegal/Operations%20Product%20Supporrt/Telephony/Telephony.htm.

On behalf of Cox Telcom ~loc~AA [Insert State where System located], L.L.C. d/b/a as Cox Communications ("Cox"), we
certifY that Cox maintained the following procedures during the period of January I, 200~ through December 31, 200~ to ensure
that Cox safeguards its telephone customers' CPNI information as mandated by the FCC's rules set forth in 47 C.F.R. §64.2009. Any
exceptions or deviations to Cox's procedures are listed below, along with an explanation of any corrective measures undertaken by
Cox.

(Please Check Each Required Procedure Implemented)

CPNI Approval Status. Cox maintains a record ofa customer's opt-in or opt-out consent, as appropriate, in the customer's internal records.
(Please detail any deviations from this policy.)

CPNI Training. Cox personnel who have access to Cox phone customers' CPNI information have received training on when they are, and are
not, authorized to use CPNI information. Cox has disciplinary process in place for personnel who inappropriately use CPNI information.
(Please detail any deviations from this policy.)

Marketing and Sales Activities. Cox maintains records of all sales and marketing campaigns that use CPNI information. All such campaigns
were directed only to telephone customers that gave Cox opt-in or opt-out consent as appropriate, to use such information. The only exception
to this statement is some campaigns were targeted to subscribers when the service being marketed met a specific exemption set forth in the
CPNI rules.
(List any deviations to this policy and the corrective actions that were taken.)

g Marketing and Sales Activities. Cox maintains records of all sales and marketing campaigns where CPNI was disclosed or provided to third
parties, such as Cox vendors or business partners. These records include a description of each campaign, the specific CPNI used in the
campaign, and what products and services were offered as part of the campaign.
(List any deviations to this policy and the corrective actions that were taken.)

M Marketing and Sales Activities. All outbound marketing campaigns using CPNI were reviewed and approved, prior to being distributed to Cox
phone customers, by system supervisory personnel trained on the application of the CPNI rules.
(List any deviations to this policy and the corrective actions that were taken.)

Title

Date

Printed Name

Date

Title

Qec.... lc I dcC-S

Printed Name

\fP coocke+.~

1::)::c., lo I d-CD5
Title

Printed Name

Date

This CPNI Compliance Certificate must be igned by the Vice President (or if none, the Director) of each functional area
noted below in each x system that offers Cox Digital Telephone® service.

Mar et g ~ Fustomer Care .~

fJ::#~
M.~ ¥L 6~o~'N'\.9..n.



CPNI COMPLIANCE CERTIFICATE
cox
COI.UIIICltunS

The federal laws governing the use and disclosure of residential and business telephone customers' network information (also known
as "CPNI" or Customer Proprietary Network Information) require that all telecommunications carriers establish effective safeguards
to protect against unauthorized access to CPNI by their employees, agents, or unaffiliated third parties or affiliated companies that
provide non-communications related services (e.g. Cox cable, Digital Cable, etc.). Examples ofCPNI include who, when and where a
customer calls; how much a customer spends on phone calls; the phone services subscribed to or used; price plans; billing information;
and related phone information. The CPNI laws impact how Cox uses CPNI to market and sell Cox video, high speed internet, and
additional telephone services. A subscriber's name, address and phone number (if published) is not CPNI. For more details about the
CPNI rules, visit the Cox Legal Department's website on the CCI Intranet at the following address:
http://axis.cci.cox.comlcatilegaIlOperations%20Product%20Supporrt/Telephony/Telephony.htm.

On behalf of Cox Te1com :~11 [Insert State where System located], L.L.c. d/b/a as Cox Communications ("Cox"), we
certify that Cox maintained the following procedures during the period of January 1,200-5- through December 31, 200..5- to ensure
that Cox safeguards its telephone customers' CPNI information as mandated by the FCC's rules set forth in 47 C.F.R. §64.2009. Any
exceptions or deviations to Cox's procedures are listed below, along with an explanation of any corrective measures undertaken by
Cox.

(Please Check Each Required Procedure Implemented)

~ CPNI Approval Status. Cox maintains a record of a customer's opt-in or opt-out consent, as appropriate, in the customer's internal records.
(Please detail any deviations.from this policy.)

r:I CPNI Training. Cox personnel who have access to Cox phone customers' CPNI information have received training on when they are, and are
not, authorized to use CPNI infonnation. Cox has disciplinary process in place for personnel who inappropriately use CPNI information.
(Please detail any deviationsji'om this policy.)

t"
/'

EJ Marketing and Sales Activities. Cox maintains records of all sales and marketing campaigns that use CPNI information. All such campaigns
were directed only to telephone customers that gave Cox opt-in or opt-out consent as appropriate, to use such information. The only exception
to this statement is some campaigns were targeted to subscribers when the service being marketed met a specific exemption set forth in the
CPNI rules.
(List any deviations to this policy and the corrective actions that were taken.)

/,..."-------------------------------------------------
G Marketing and Sales Activities. Cox maintains records of all sales and marketing campaigns where CPNI was disclosed or provided to third

parties, such as Cox vendors or business partners. These records include a description of each campaign, the specific CPNI used in the
campaign, and what products and services were offered as part of the campaign.
(List any deviations to this policy and the corrective actions that were taken.)

g./'Marketing and Sales Activities. All outbound marketing campaigns using CPNI were reviewed and approved, prior to being distributed to Cox
phone customers, by system supervisory personnel trained on the application of the CPNI rules.
(List any deviations to this policy and the corrective actions that were taken.)

Date

Title

Date

This CPNI Compliance Certificate mustb,e signed by the Vice President (or if none, the Director) of each functional area
noted below in each Cox system that offers Cox Digital Telephone®serV~ice.

~
manResou~rc. ;' Ma~~~?~ . I._ • r; Customer Car

/ . j ,'. 1()1. ~; ~ --Cl.---------------
ignajJ.ye 5lg tur! / ~ Signature

~AAt.flt{ 5tvlLn+- L/J;Jil< LCUJ8Ie.tl2J ~r>.-~ po... ¥-~~~
Printed Nanr ((\ ,1-0 , Pri~d Name .! • Printed Name

V1-' n lL/ L/f/ /J(pLtI'l~7 0~i >tf!& V f G... S T\ -"-" j~)~~~>

Title /lhg/(£([ Title 'I (l & I ~ r
Date / 7



CPNI COMPLIANCE CERTIFICATE cox'
COft.',UNICATlONS

The federal laws governing the use and disclosure of residential and business telephone customers' network information (also known
as "CPNI" or Customer Proprietary Network Information) require that all telecommunications carriers establish effective safeguards
to protect against unauthorized access to CPNI by their employees, agents, or unaffiliated third parties or affiliated companies that
provide non-communications related services (e.g. Cox cable, Digital Cable, etc.). Examples ofCPNI include who, when and where a
customer calls; how much a customer spends on phone calls; the phone services subscribed to or used; price plans; billing information;
and related phone information. The CPNI laws impact how Cox uses CPNI to market and sell Cox video, high speed internet, and
additional telephone services. A subscriber's name, address and phone number (if published) is not CPNI. For more details about the
CPNI rules, visit the Cox Legal Department's website on the CCI Intranet at the following address:
http://axis.cci.cox.comlcatllegaIlOperations%20Product%20SupporrtlTelephony/Telephony.htrn.

On behalf of Cox Telcom Oklahoma, L.L.c. d/b/a as Cox Communications ("Cox"), we certify that Cox maintained the following
procedures during the period of January 1, 200_ through December 31, 200_ to ensure that Cox safeguards its telephone
customers' CPNI information as mandated by the FCC's rules set forth in 47 C.F.R. §64.2009. Any exceptions or deviations to Cox's
procedures are listed below, along with an explanation of any corrective measures undertaken by Cox.

(Please Check Each Required Procedure Implemented)

~PNIApproval Status. Cox maintains a record of a customer's opt-in or opt-out consent, as appropriate, in the customer's internal records.

Vlease detail any deviations from this policy.)

Ud'" CPNI Training. Cox personnel who have access to Cox phone customers' CPNJ information have received training on when they are, and are
A\) pot, authorized to use CPNJ infonnation. Cox has disciplinary process in place for personnel who inappropriately use CPNJ infonnation.
'e./(Please detail any deviations from this policy.)

r:JV"'~arketing and Sales Activities. Cox maintains records of all sales and marketing campaigns where CPNI was disclosed or provided to third
'-rIA l. parties, such as Cox vendors or business partners. These records include a description of each campaign, the specific CPNJ used in the

I I f'{' campaign, and what products and services were offered as part of the campaign.
(List any deviations to this policy and the corrective actions that were taken.)

~~rketing and Sales Activities. All outbound marketing campaigns using CPNI were reviewed and approved, prior to being distributed to Cox
''1\' A. phone customers, by system supervisory personnel trained on the application of the CPNI rules.

!l'tX'~ (List any deviations to this policy and the corrective actions that were taken.)

This CPNI Compliance Certificate must be signed by the Vice President (or if none, the Director) of each functional area
noted below in each Cox system that offJlrfCox Digital Telephone® service.

H~, _ M.. t;g .?~~re~

Signa/lire t;gIlOiUre
Donna Miller She//i R Osborn

Printed Name

VP HlIman Resollrces

Dale r I

VP Markeling

Dale

Prinled Name

VP ClIslomer Care

Tille

Dale



CPNI COMPLIANCE CERTIFICATE
cox
COMMUNICATI.NS

The federal laws governing the use and disclosure of residential and business telephone customers' network information (also known
as "CPNI" or Customer Proprietary Network Information) require that all telecommunications carriers establish effective safeguards
to protect against unauthorized access to CPNI by their employees, agents, or unaffiliated third parties or affiliated companies that
provide non-communications related services (e.g. Cox cable, Digital Cable, etc.). Examples ofCPNI include who, when and where a
customer calls; how much a customer spends on phone calls; the phone services subscribed to or used; price plans; billing information;
and related phone information. The CPNI laws impact how Cox uses CPNI to market and sell Cox video, high speed internet, and
additional telephone services. A subscriber's name, address and phone number (if published) is not CPNI. For more details about the
CPNI rules, visit the Cox Legal Department's website on the CCI Intranet at the following address:
http://axis.cci.cox.com/catllegaIiOperations%20Product%20Supporrt/Telephony/Telephony.htm.

On behalf of Cox Iowa Telcom, L.L.C. d/b/a as Cox Communications ("Cox"), we certify that Cox maintained the following
procedures during the period of January 1, 2005_ through December 31, 2005_ to ensure that Cox safeguards its telephone
customers' CPNI information as mandated by the FCC's rules set forth in 47 C.F.R. §64.2009. Any exceptions or deviations to Cox's
procedures are listed below, along with an explanation of any corrective measures undertaken by Cox.

(Please Check Each Required Procedure Implemented)

IlJ CPNI Approval Status. Cox maintains a record ofa customer's opt-in or opt-out consent, as appropriate, in the customer's internal records.
(Please detail any deviations from this policy.)

~ CPNI Training. Cox personnel who have access to Cox phone customers' CPNI information have received training on when they are, and are
not, authorized to use CPNI information. Cox has disciplinary process in place for personnel who inappropriately use CPNI information.
(Please detail any deviations from this policy.)

p:a Marketing and Sales Activities. Cox maintains records of all sales and marketing campaigns that use CPNI information. All such campaigns
were directed only to telephone customers that gave Cox opt-in or opt-out consent as appropriate, to use such information. The only exception
to this statement is some campaigns were targeted to subscribers when the service being marketed met a specific exemption set forth in the
CPNI rules.
(List any deviations to this policy and the corrective actions that were taken.)

~ Marketing and Sales Activities. Cox maintains records of all sales and marketing campaigns where CPNI was disclosed or provided to third
parties, such as Cox vendors or business partners. These records include a description of each campaign, the specific CPNI used in the
campaign, and what products and services were offered as part of the campaign.
(List any deviations to this policy and the corrective actions that were taken.)

t)( Marketing and Sales Activities. All outbound marketing campaigns using CPNI were reviewed and approved, prior to being distributed to Cox
phone customers, by system supervisory personnel trained on the application of the CPNI rules.
(List any deviations to this policy and the corrective actions that were taken.)

Title

Date

Printed Name

V. Po. G1AST (Yv\~ c.M~

Title

/).../7/0 )

Date

This CPNI Compliance Certificate must be signed by the Vice President (or if none, the Director) of each functional area
noted below in each Cox system that offers Cox Digital Telephone® service.
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CPNI COMPLIANCE CERTIFICATE
cox
COMMUIICATI8t1S

Title

The federal laws governing the use and disclosure of residential and business telephone customers' network information (also known
as "CPNI" or Customer Proprietary Network Information) require that all telecommunications carriers establish effective safeguards
to protect against unauthorized access to CPNI by their employees, agents, or unaffiliated third parties or affiliated companies that
provide non-communications related services (e.g. Cox cable, Digital Cable, etc.). Examples ofCPNI include who, when and where a
customer calls; how much a customer spends on phone calls; the phone services subscribed to or used; price plans; billing information;
and related phone information. The CPNI laws impact how Cox uses CPNI to market and sell Cox video, high speed internet, and
additional telephone services. A subscriber's name, address and phone number (ifpublished) is not CPNI. For more details about the
CPNI rules, visit the Cox Legal Department's website on the CCI Intranet at the following address:
http://axis.cci.cox.com/catllegallOperations%20Product%20Supporrt/Telephony/Telephony.htm.

On behalf of Cox Telcom California, L.L.C. d/b/a as Cox Communications ("Cox"), we certify that Cox maintained the following
procedures during the period ofJanuary 1, 2002- through December 31, 200ff..- to ensure that Cox safeguards its telephone
customers' CPNI information as mandated by the FCC's rules set forth in 47 C.F.R. §64.2009. Any exceptions or deviations to Cox's
procedures are listed below, along with an explanation of any corrective measures undertaken by Cox.

(Please Check Each Required Procedure Implemented)

~CPNI Approval Status. Cox maintains a record of a customer's opt-in or opt-out consent, as appropriate, in the customer's internal records.
(Please detail any deviations from this policy.)

~CPNI Training. Cox personnel who have access to Cox phone customers' CPNI information have received training on when they are, and a~/
not, authorized to use CPNI information. Cox has disciplinary process in place for personnel who inappropriately use CPNI information.
(Please detail any deviationsftom this policy.)

~Marketing and Sales Activities. Cox maintains records of all sales and marketing campaigns that use CPNI information. All such campaigns
were directed only to telephone customers that gave Cox opt-in or opt-out consent as appropriate, to use such information. The only exception
to this statement is some campaigns were targeted to subscribers when the service being marketed met a specific exemption set forth in the
CPNI rules.
(List any deviations to this policy and the corrective actions that were taken.)

~Marketing and Sales Activities. Cox maintains records of all sales and marketing campaigns where CPNI was disclosed or provided to third
parties, such as Cox vendors or business partners. These records include a description of each campaign, the specific CPNI used in the
campaign, and what products and services were offered as part of the campaign.
(List any deviations to this policy and the corrective actions that were taken.)

~~arketing and Sales Activities. All outbound marketing campaigns using CPNI were reviewed and approved, prior to being distributed to Cox
phone customers, by system supervisory personnel trained on the application of the CPNI rules.
(List any deviations to this policy and the corrective actions that were taken.)

This CPNI Compliance Certificate must be signed by the Vice President (or if none, the Director) of each functional area
~ (1" noted below in each Cox system that offers Cox Digital Telephone® service.

'ReSOUjeS wl ~~L ~. _/IJ_ <2:e
~

ARYl SMITH Signature ~ Signature

HUMAN RESOURCES 19,(l'H&I~ 13. 1'E)?II~.J' D ..e.bt'N'""tl-"'" LA.W v-l V\ C -e...
printe,d ,Naml .... Printed Name Printed Name,Lce f![(~/C(-0;"- - /!fL J/~ IhIt"~k6",#(; Vf? LtA~~ UVL
T:tle / ._r Title

//III l rY-~ II /" II'S ll/ll/()~
DatJ I Date .. ~ Date



CPNI COMPLIANCE CERTIFICATE
cox
C8MMUiliCATIONS

The federal laws governing the use and disclosure of residential and business telephone customers' network information (also known
as "CPNI" or Customer Proprietary Network Information) require that all telecommunications carriers establish effective safeguards
to protect against unauthorized access to CPNI by their employees, agents, or unaffiliated third parties or affiliated companies that
provide non-communications related services (e.g. Cox cable, Digital Cable, etc.). Examples ofCPNI include who, when and where a
customer calls; how much a customer spends on phone calls; the phone services subscribed to or used; price plans; billing information;
and related phone information. The CPNI laws impact how Cox uses CPNI to market and sell Cox video, high speed internet, and
additional telephone services. A subscriber's name, address and phone number (if published) is not CPNI. For more details about the
CPNI rules, visit the Cox Legal Department's website on the CCI Intranet at the following address:
http://axis.cci.cox.com/catllegaVOperations%20Product%20Supporrt/Telephony/Telephony.htm.

On behalfof Cox Telcom Virginia [Insert State where System located], L.L.C. d/b/a as Cox Communications ("Cox"), we
certify that Cox maintained the following procedures during the period of January 1, 200_ through December 31, 200_ to ensure
that Cox safeguards its telephone customers' CPNI information as mandated by the FCC's rules set forth in 47 C.F.R. §64.2009. Any
exceptions or deviations to Cox's procedures are listed below, along with an explanation of any corrective measures undertaken by
Cox.

(Please Check Each Required Procedure Implemented)

~CPNI Approval Status. Cox maintains a record ofa customer's opt-in or opt-out consent, as appropriate, in the customer's internal records.
(Please detail any deviations from this policy.)

~CPNI Training. Cox personnel who have access to Cox phone customers' CPNI information have received training on when they are, and are
not, authorized to use CPNI information. Cox has disciplinary process in place for personnel who inappropriately use CPNI information.
(PIease detail any deviations from this policy.)

~Marketing and Sales Activities. Cox maintains records of all sales and marketing campaigns that use CPNI information. All such campaigns
were directed only to telephone customers that gave Cox opt-in or opt-out consent as appropriate, to use such information. The only exception
to this statement is some campaigns were targeted to subscribers when the service being marketed met a specific exemption set forth in the
CPNI rules.
(List any deviations to this policy and the corrective actions that were taken.)

~Marketing and Sales Activities. Cox maintains records of all sales and marketing campaigns where CPNI was disclosed or provided to third
parties, such as Cox vendors or business partners. These records include a description of each campaign, the specific CPN! used in the
campaign, and what products and services were offered as part ofthe campaign.
(List any deviations to this policy and the corrective actions that were taken.)

~Marketing and Sales Activities. All outbound marketing campaigns using CPN! were reviewed and approved, prior to being distributed to Cox
phone customers, by system supervisory personnel trained on the application of the CPNI rules.
(List any deviations to this policy and the corrective actions that were taken.)

This CPNI Compliance Certificate must be signed by the Vice President (or if none, the Director) of each functional area
noted below in each Cox system that offers Cox Digital Telephone® service.

Human Resources . &rketing Custo are

C~~f1·(lb~ s~~ ~~~~-
"0 \1 tV UL-£Tfl£,. :TeLl/tiE. () ,/

\)r~ed pvripnted~a;e . Printed Name
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Date Date Date



CPNI COMPLIANCE CERTD'ICATE

The federal laws governing the use and disclosure ofresidential and business telepho:lc customers' network information (also known
as "CPNI" Or Customer Proprietary Network Information) require that all teleconununicatioDS carriers establish effective safeguards
to protect against u.o.authorized access to CPNI by their employees, agents, or unaffiliated third parties or affiliated companies that
provide non·cormnunications related services (e.g. Cox cable, Digital Cable, etc.). E;r.amples ofCPNI include who, when and where a
customer calls; how much a customer spends on phone calls; the phone services subsi~ribed to or used; price plans; billing information;
and related phone infomllltion. The CPNI laws impact how Cox uses CPNI to market and sell Cox video, high speed internet, and
additional tekphone services. A subscnber's name, address and phone number (ifpublishcd) is not CPNL For more details about the
CPNI rules, visit the Cox Legal Department's website on the CCl Intranet at the following address:
http;l/axis.cci.cox.com/cat1legallOperations%20Product%20SU!?porrtlTel'!PhonylTekphgny.htm.

On behalf of Cox Louisiana Telcom. L.L.C, d/b/a as Cox CoIIlIIlUniClltioDS ("Cox"), ''Ie certify that Cox maintained the follo'Wing
procedmes during the period of January 1, 2005 through December 31, 200S to ensure that Cox safeguards it~ telephone customers'
CPNI information as mandated by the FCC's JUles set forth in 47 C.F.R. §64.2009. Any exceptions Or deviations to Cox's procedures
are listed below, along with au explanation of any corrective measures undertaken by Cox.
~/ (Please Check Each Requ.iredProcedure Implemented) .

j!J CPNI Approval Status. Cox maintlUlls a record of a oustomer's opt-in or opt-out consent, as appropriate, in the customer's internal records.
(Please detail any deviations from tlliE policy.)

~CPNl Training. Cox personnel who have acoess to Cox phone customers' CPN1 information have received training Oil when they are, and are
not, authorized to usc CPNl information. Cox has disciplinary process in place for persomel who inappropriately usc CPNTinformation.
(Please detail QJIY deviationsfrom this policy.)

(':w.arketil,g alii Sales Activities. Cox maintains records of al~ sal\;S and marketing campaign~ that use CPNI il\formati~n. All su-ch campai!plS
were directed only to telephone customers that gave Cox opt·m or opt-o'ut consent as 3P;?fopnate, to use such informatlon, The only exception
to this statem.ell.t is some campaigns were t:lr~ettd to subscribers when the service bebg marketed met a specific exemption set forth in the
CPNI rules.
(Li~·t any deviations /0 this policy and the correc/lve actions that were taken.)

{"Marketing and Sales Activities. Cox maintains records of all sales and marketing campaigns where CPNI was disclosed or provided to third
pllJ'ties such as Cox. vendors or business partners. These records include a description of each campaign, the specillc CPNI used in the
CilIDpllJglt, and what products and services we.re offered as part of the campaign.
(List any deviatiollS to this policy dlld the correetrve actions that were taken.)

if"Marketing and Salu Activities. All outbound marketing campaigns ~jn~ CPNI were ffiviewed and approved, prior to being distributed to Cox
phone customers, by system supervisory personnel trained on the appHcanon oftbe CPNf rules.
{LiEl (my deyiatiollS to this policy and tM wrrective aenQM that were takJl.n.)

Thi~ CPNI Compliance Certificate must~ signed b~ he Vice President (Dr if none, the Director) of each functional area
Doted below in ea Cox s s that 0 en Cox Digi.taJ Telephone® service.

Humon lW02< M ke~ ~: i:tt-:
Si~ --"~n:.Jt-1!:-re4--+-JI.'""ir-IH----- Slgrulturrt ~
A~:~e son Furrate -;.T,:.,o_m,.-M."..a,:..:k~in _
Printed NamrJ rinted Name Printed Name
VP Human Resources VP Marketing VP Customer Care
Greater Louisiana Greater Louisiana Greater Louisiana

Dats

Title
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CPNI COMPLIANCE CERTIFICATE
cox
COMMUNICATlln

The federal laws governing the use and disclosure of residential and business telephone customers' network information (also known
as "CPNI" or Customer Proprietary Network Information) require that all telecommunications carriers establish effective safeguards
to protect against unauthorized access to CPNI by their employees, agents, or unaffiliated third parties or affiliated companies that
provide non-communications related services (e.g. Cox cable, Digital Cable, etc.). Examples ofCPNI include who, when and where a
customer calls; how much a customer spends on phone calls; the phone services subscribed to or used; price plans; billing information;
and related phone information. The CPNI laws impact how Cox uses CPNI to market and sell Cox video, high speed internet, and
additional telephone services. A subscriber's name, address and phone number (if published) is not CPNI. For more details about the
CPNI rules, visit the Cox Legal Department's website on the CCI Intranet at the following address:
http://axis.cci.cox.com/catllegal/Operations%20Product%20Supporrt/Telephony/Telephony.htm.

On behalf of Cox Telcom Ohio, L.L.C. d/b/a as Cox Communications ("Cox"), we certify that Cox maintained the following
procedures during the period of JalllJalc 1,2005 thrQugh December 31

it
2QQ.2 to ensure that Cox safeguards its telephone customers'

CPNI information as mandated by the CC's rules set forth ill 47 C.F. . §64.2009. Any exceptions or deviations to Cox's procedures
are listed below, along with an explanation of any corrective measures undertaken by Cox.

_ (Please Check Each Required Procedure Implemented)

r;y/'CPNIApproval Status. Cox maintains a record of a customer's opt-in or opt-out consent, as appropriate, in the customer's internal records.

(Please detail any deviations from this policy.) -- In . • ~ • L, J '/ tNo :salVJ -ft.Y..-uVOk.. De,U(n<~ .51( .').00:>. ~~l I l't ~OOy

L Ij I.(( .
ja/(;PNI Training. Cox personnel who have access to Cox phone customers' CPNI information have received training on when they are, and are

not, authorized to use CPNI information. Cox has disciplinary process in place for personnel who inappropriately use CPNI information.
(Please detail any deviations/rom this policy.)

It tl " ~/

I].!'Marketing and Sales Activities. Cox maintains records of all sales and marketing campaigns that use CPNI information. All such campaigns
were directed only to telephone customers that gave Cox opt-in or opt-out consent as appropriate, to use such information. The only exception
to this statement is some campaigns were targeted to subscribers when the service being marketed met a specific exemption set forth in the
CPNI rules.

(List any de iations l0,tJ;i~ polfc)' and the corrective actions that were taken.) - I ... •, _•.alA.. J 1,-/"OU I
'0 ~~ '-!1\.V' ~~~.51 ~O~. ~,....,...- '0 y

WMarketing and Sales Activities. Cox maintains records of all sales and marketing campaigns where CPNI was disclosed or provided to third
parties, such as Cox vendors or business partners. These records include a description of each campaign, the specific CPNI used in the
campaign, and what products and services were offered as part of the campaign.

(List any ~a'&J..r~JitP1t1ap;bthe corrective actions that wer~ t.akep.) ~O).~ / II" /.J..d a(,

[]/ Marketing and Sales Activities. All outbound marketing campaigns using CPNI were reviewed and approved, prior to being distributed to Cox
phone customers, by system supervisory personnel trained on the application of the CPNI rules.

(List any deviations to this polic and the corrective actions that were taken.) I r. •. ~ ~ J, If!..)
o 5Ci-/0 0 It h D.L~ 3 ;tOOr ~ - I h e21:JCIy

This CPNI Compliance Certificate must be signed by the Vice President (or if none, the Director) of each functional area
noted below in each Cox system that offers Cox Digital Telephone® service.

~~R'9'~ ,j M"ket;ng • Cnst~m.. Cm

'//iYa' ~rt!!L ~~(Wy~~cvWi ~~
" Signrture J ''7J /' U;~ . W, Signature

:Debb',{ 1-. /,eue / L.a.~I{Q.. MOv'Q...bl\ V .bAJre:2t:fS9/JVL?~ $

'i):n;ed]:M ~ N 'KC.5.:k"~CcS J5!:;NamSetl ~JJ.- hifk~ 0 ;;:::::z. d' tJr/.y,:;p;'a'~7/~
Titl";) Title , ( Title

J 1- Q~,-OS III~ O~ ~//~.-*",~:i£...1f..:::....t:J-=-S- _
Date Dale I Dale



CPNI COMPLIANCE CERTIFICATE
cox
COMMUNI CAnONS

The federal laws governing the use and disclosure of residential and business telephone customers' network information (also known
as "CPNI" or Customer Proprietary Network Information) require that all telecommunications carriers establish effective safeguards
to protect against unauthorized access to CPNI by their employees, agents, or unaffiliated third parties or affiliated companies that
provide non-communications related services (e.g. Cox cable, Digital Cable, etc.). Examples of CPNI include who, when and where a
customer calls; how much a customer spends on phone calls; the phone services subscribed to or used; price plans; billing information;
and related phone information. The CPNI laws impact how Cox uses CPNI to market and sell Cox video, high speed internet, and
additional telephone services. A subscriber's name, address and phone number (if published) is not CPN!. For more details about the
CPNI rules, visit the Cox Legal Department's website on the CCI Intranet at the following address:
http://ax iS.cc i. cox.comlcat Ilega I/0pera ti on5%? 0Product%2OSupporrt/TelephonvITeIephony .htm.

On behalf of Cox Telcom K.5 [Insert State where System located], L.L.C. d/b/a as Cox Communications ("Cox"), we
certify that Cox maintained the following procedures during the period of January I, 200L through December 31,20~ to ensure
that Cox safeguards its telephone customers' CPNI information as mandated by the FCC's rules set forth in 47 C.F.R. §64.2009. Any
exceptions or deviations to Cox's procedures are listed below, along with an explanation of any corrective measures undertaken by
Cox.

(Please Check Each Required Procedure Implemented)

LfJ- CPNI Approval Status. Cox maintains a record of a customer's opt-in or opt-out consent, as appropriate, in the customer's internal records.
(Please detail any deviations Fom this policy.)

No DE.VIA7, 00

~ CPNI Training. Cox personnel who have access to Cox phone customers' CPNI information have received training on when they are, and are
not, authorized to use CPNI information. Cox has disciplinary process in place for personnel who inappropriately use CPNI information.

(Please detail any deviations from this policy.) J
NO 1:>EV I ATl otJ

Marketing and Sales Activities. Cox maintains records of all sales and marketing campaigns that use CPNI information. All such campaigns
were directed only to telephone customers that gave Cox opt-in or opt-out consent as appropriate, to use such information. The only exception
to this statement is some campaigns were targeted to subscribers when the service being marketed met a specific exemption set forth in the
CPNI rules.

(List any deviations to this policy and the corrective actions that were taken.)

Ol Marketing and Sales Activities. Cox maintains records of all sales and marketing campaigns where CPNI was disclosed or provided to third
parties. such as Cox vendors or business partners. These records include a description of each campaign, the specific CPN] used in the
campaign, and what products and services were offered as part of the campaign.

(List any deviations to this policy and the corrective actions that were taken.)

IJI Marketing alld Sales Activities. All outbound marketing campaigns using CPNI were reviewed and approved, prior to being distributed to Cox
phone customers, by system supervisory personnel trained on the application of the CPNI rules.

(List any deviations to this policy and the corrective actions that were taken.)

This CPNI Compliance Certificate must be signed by the Vice President (or if none, the Director) of each functional area
noted below in each Cox system that offers Cox Digital Telephone® service.

Human R"on"" M.,ket;ng Cnstom"c.,~
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CPNI COMPLIANCE CERTIFICATE

The federal laws governing the use and disclosure of residential and business telephone customers' network information (also known
as "CPNI" or Customer Proprietary Network Information) require that all telecommunications carriers establish effective safeguards
to protect against unauthorized access to CPNI by their employees, agents, or unaffiliated third parties or affiliated companies that
provide non-communications related services (e.g. Cox cable, Digital Cable, etc.). Examples ofCPNI include who, when and where a
customer calls; how much a customer spends on phone calls; the phone services subscribed to or used; price plans; billing information;
and related phone information. The CPNI laws impact how Cox uses CPNI to market and sell Cox video, high speed internet, and
additional telephone services. A subscriber's name, address and phone number (if published) is not CPNI. For more details about the
CPNI rules, visit the Cox Legal Department's website on the CCI Intranet at the following address:
http://axis.cci.cox.comicatllegal/Operations%20Product%20Supporrt/Telephony/Telephony.htm.

On behalf of Cox Telcom _Rhode Island, L.L.c. d/b/a as Cox Communications ("Cox"), we certify that Cox maintained the following
procedures during the period of January 1, 200_ through December 31, 200_ to ensure that Cox safeguards its telephone
customers' CPNI information as mandated by the FCC's rules set forth in 47 C.F.R. §64.2009. Any exceptions or deviations to Cox's
procedures are listed below, along with an explanation of any corrective measures undertaken by Cox.

(Please Check Each Required Procedure Implemented)

~ CPNI Approval Status. Cox maintains a record of a customer's opt-in or opt-out consent, as appropriate, in the customer's internal records.
(Please detail any deviations from this policy.)

Records are maintained in our ICOMS billing system.

r/ CPNI Training. Cox personnel who have access to Cox phone customers' CPNI information have received training on when they are, and are
not, authorized to use CPNI information. Cox has disciplinary process in place for personnel who inappropriately use CPNI information.
(Please detail any deviations from this policy.)

The new training has only been introduced to those individuals who have access to CPNI and sell/market Cox products per the attached
decision matrix. An attached document identifies those individuals in the call center and sales who have not yet taken the new training.
Though FSRs are covered under the CPNI permission granted to the CSRs and have had prior training on CPNI, we are in the process of
having all FSRs recertified using the revised CPNI training for awareness purposes only.

, Marketing and Sales Activities. Cox maintains records of all sales and marketing campaigns that use CPNI information. All such campaigns
were directed only to telephone customers that gave Cox opt-in or opt-out consent as appropriate, to use such information. The only exception
to this statement is some campaigns were targeted to subscribers when the service being marketed met a specific exemption set forth in the
CPNI rules.
(List any deviations to this policy and the corrective actions that were taken.)

The above is correct for sales campaigns.

fit' Marketing and Sales Activities. Cox maintains records of all sales and marketing campaigns where CPNI was disclosed or provided to third
parties, such as Cox vendors or business partners. These records include a description of each campaign, the specific CPNI used in the
campaign, and what products and services were offered as part of the campaign.
(List any deviations to this policy and the corrective actions that were taken.)

The above is correct for sales campaigns.

I Marketing and Sales Activities. All outbound marketing campaigns using CPNI were reviewed and approved, prior to being distributed to Cox
phone customers, by system supervisory personnel trained on the application of the CPNI rules.
(List any deviations to this policy and the corrective actions that were taken.)

The above is correct for sales campaigns.

Title
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This CPNI Compliance Certificate must be signed by the Vice President (or if none, the Director) of each functional area
noted below in each Cox system that offers Cox Digital Telephone® service.

Human Resources Marketing Cust er Car
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CPNI COMPLIANCE CERTIFICATE
cox
COMl\IUNICATIONS

The federal laws governing the use and disclosure of residential and business telephone customers' network information (also known
as "CPNI" or Customer Proprietary Network Information) require that all telecommunications carriers establish effective safeguards
to protect against unauthorized access to CPNI by their employees, agents, or unaffiliated third parties or affiliated companies that
provide non-communications related services (e.g. Cox cable, Digital Cable, etc.). Examples ofCPNI include who, when and where a
customer calls; how much a customer spends on phone calls; the phone services subscribed to or used; price plans; billing information;
and related phone information. The CPNI laws impact how Cox uses CPNI to market and sell Cox video, high speed internet, and
additional telephone services. A subscriber's name, address and phone number (if publ ished) is not CPNI. For more details about the
CPNI rules, visit the Cox Legal Department's website on the CCI Intranet at the following address:
http://axis.cci.cox.com/catllegal/Operations%20Product%20Suppom/Telephony/Telephony.htm.

On behalf of Cox Telcom/'f [Insert State where System located], L.L.c. d/b/a as Cox Communications ("C~"), we
certify that Cox maintained the following procedures during the period of January I, 200~throughDecember 3 I, 200h to ensure
that Cox safeguards its telephone customers' CPNI information as mandated by the FCC's rules set forth in 47 C.F.R. §64.2009. Any
exceptions or deviations to Cox's procedures are listed below, along with an explanation of any corrective measures undertaken by
Cox.

CPNI Training. Cox personnel who have access to Cox phone customers' CPNI information have rccl:ived training on when they are, and are
not. authorized to use CPNI information. Cox has disl:iplinary process in place for personnel who inappropriately use CPNI information.

(Please detail any deviations from this policy.)

'J

(Please Check Each Required Procedure Implemented)

~CPNIApproval Status. Cox maintains a record of a customer's opt-in or opt-out consent, as appropriate, in the customer's internal records.

fYI} (Plea e qetail any deviatiC::s from this policy.)
. . j IJ ~.~~ -J... /?AT/i:. c:-.~ .

/, t -.

Marketiflg and Sales Activities. Cox maintains records of all sales and marketing campaigns that use CPN I information. All such campaigns
were directed only to telephone customers that gave Cox opt-in or opt-out consent as appropriate, to use such information. The only exception
to this statement is some campaigns were targetcd to subscribers when the service being marketed met a specific exemption set forth in the
CPNI rules.

(List any deviations to this policy and the corrective actions that were taken.)

rIJ/Marketing and Sales Activities. Cox maintains records of all sales and marketing campaigns where CPNI was disclosed or provided to third
parties, such as Cox vendors or business partners. These records include a description of each campaign, the specific CPNI used in the
campaign, and what products and services were offered as part of the campaign.

(List any deviations to this policy and the corrective actions that were taken.)

~Marketing and Sales Activities. All outbound marketing campaigns using CPNI were reviewed and approved, prior to being distributed to Cox
phone customers, by system supervisory personnel trained on the application of the CPNI rules.

(List any deviations to this policy and the corrective actions that were taken.)

This CPN) Compliance Certificate must be signed by the Vice President (or if none, the Director) of each functional area
noted below in each Cox system that offers Cox DigitalT~elePhone®service. _

. M~rk l;n..1 Cn,'om" Cn , _ .
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CPNI COMPLIANCE CERTIFICATE
cox
CO ••UIICATI.IS

The federal laws governing the use and disclosure of residential and business telephone customers' network information (also known
as "CPNI" or Customer Proprietary Network Information) require that all telecommunications carriers establish effective safeguards
to protect against unauthorized access to CPNI by their employees, agents, or unaffiliated third parties or affiliated companies that
provide non-communications related services (e.g. Cox cable, Digital Cable, etc.). Examples of CPNI include who, when and where a
customer calls; how much a customer spends on phone calls; the phone services subscribed to or used; price plans; billing information;
and related phone information. The CPNI laws impact how Cox uses CPNI to market and sell Cox video, high speed internet, and
additional telephone services. A subscriber's name, address and phone number (if published) is not CPNI. For more details about the
CPNI rules, visit the Cox Legal Department's website on the CCI Intranet at the following address:
http://axis.cci.cox.com/cat11egal/Operations%20Producr>/020SupporrtfI'elephonyrrelephony.htm.

On behalf of Cox Telcom Louisiana, L.L.c. d/b/a as Cox Communications ("Cox"), we certify that Cox maintained the following
procedures during the period of January 1, 2005 through December 31, 2005_to ensure that Cox safeguards its telephone customers'
CPNI information as mandated by the FCC's rules set forth in 47 C.F.R. §64.2009. Any exceptions or deviations to Cox's procedures
are listed below, along with an explanation of any corrective measures undertaken by Cox.

(Please Check Each Required Procedure Implemented)

d CPNI Approval Status. Cox maintains a record of a customer's opt-in or opt-out consent, as appropriate, in the customer's internal records.
(Please detail any deviations from this policy.)

J CPNI Training. Cox personnel who have access to Cox phone customers' CPNI information have received training on when they are, and are
not, authorized to use CPNI information. Cox has disciplinary process in place for personnel who inappropriately use CPNI information.
(Please detail any deviations from this policy.)

d Marketing and Sales Activities. Cox maintains records of all sales and marketing campaigns that use CPNI information. All such campaigns
were directed only to telephone customers that gave Cox opt-in or opt-out consent as appropriate, to use such information. The only exception
to this statement is some campaigns were targeted to subscribers when the service being marketed met a specific exemption set forth in the
CPNI rules.
(List any deviations to this policy and the corrective actions that were taken.)

.J Marketing and Sales Activities. Cox maintains records of all sales and marketing campaigns where CPNI was disclosed or provided to third
parties, such as Cox vendors or business partners. These records include a description of each campaign, the specific CPNI used in the
campaign, and what products and services were offered as part of the campaign.
(List any deviations to this policy and the corrective actions that were taken.)

rJJ Marketing and Sales Activities. All outbound marketing campaigns using CPNI were reviewed and approved, prior to being distributed to Cox
phone customers, by system supervisory personnel trained on the application of the CPNI rules.
(List any deviations to this policy and the corrective actions that were taken.)

This CPNI Compliance Certificate must be signed by the Vice President (or if none, the Director) of each functional area
noted below in each Cox system that offers Cox Digital Telephone® senice.
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CPNI COMPLIANCE CERTIFICATE
cox
COMMUNICATIONS

The federal laws governing the use and disclosure of residential and business telephone customers' network information (also known
as "CPNI" or Customer Proprietary Network Information) require that all telecommunications carriers establish effective safeguards
to protect against unauthorized access to CPNI by their employees, agents, or unaffiliated third parties or affiliated companies that
provide non-communications related services (e.g. Cox cable, Digital Cable, etc.). Examples ofCPNI include who, when and where a
customer calls; how much a customer spends on phone calls; the phone services subscribed to or used; price plans; billing information;
and related phone information. The CPNI laws impact how Cox uses CPNI to market and selI Cox video, high speed internet, and
additional telephone services. A subscriber's name, address and phone number (if published) is not CPNI. For more details about the
CPNI rules, visit the Cox Legal Department's website on the CCI Intranet at the folIowing address:
http://axis.cci.cox.com/catlIegal/Operations%20Product%20SupporrtlTelephony/Telephony.htm.

On behalf of Cox Georgia Telcom L.L.c. d/b/a as Cox Communications ("Cox"), we certify that Cox maintained the following
procedures during the period of January I, 2005 through December 31, 2005 to ensure that Cox safeguards its telephone customers'
CPNI information as mandated by the FCC's rules set forth in 47 C.F.R. §64.2009. Any exceptions or deviations to Cox's procedures
are listed below, along with an explanation of any corrective measures undertaken by Cox.

(Please Check Each Required Procedure Implemented)

~ CPNJ Approval Status. Cox maintains a record of a customer's opt-in or opt-out consent, as appropriate, in the customer's internal records.
(Please detail any deviations from this policy.)

~CPNJ Training. Cox personnel who have access to Cox phone customers' CPNI information have received training on when they are, and are
not, authorized to use CPNI information. Cox has disciplinary process in place for personnel who inappropriately use CPNI information.
(Please detail any deviations from this policy.)

\6" Marketing and Sales Activities. Cox maintains records of all sales and marketing campaigns that use CPNI information. All such campaigns
were directed only to telephone customers that gave Cox opt-in or opt-out consent as appropriate, to use such information. The only exception
to this statement is some campaigns were targeted to subscribers when the service being marketed met a specific exemption set forth in the
CPNI rules.
(List any deviations to this policy and the corrective actions that were taken.)

~ Marketing and Sales Activities. Cox maintains records of all sales and marketing campaigns where CPNI was disclosed or provided to third
parties, such as Cox vendors or business partners. These records include a description of each campaign, the specific CPNI used in the
campaign, and what products and services were offered as part of the campaign.

(List any deviations to this policy and the corrective actions that were taken.)

vtf' Marketing and Sales Activities. All outbound marketing campaigns using CPNI were reviewed and approved, prior to being distributed to Cox
phone customers, by system supervisory personnel trained on the application of the CPNI rules.
(List any deviations to this policy and the corrective actions that were taken.)

Human Resources

This CPNI Compliance Certificate must be signed by the Vice President (or if none, the Director) of each functional area
noted below in each Cox system that off! s Cox Digital Telephone® service.

Marketin Customer Care
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CPNI COMPLIANCE CERTIFICATE
cox
COMMUNICATIONS

The federal laws governing the use and disclosure of residential and business telephone customers' network information (also known
as "CPNI" or Customer Proprietary Network Information) require that all telecommunications carriers establish effective safeguards
to protect against unauthorized access to CPNI by their employees, agents, or unaffiliated third parties or affiliated companies that
provide non-communications related services (e.g. Cox cable, Digital Cable, etc.). Examples ofCPNI include who, when and where a
customer calls; how much a customer spends on phone calls; the phone services subscribed to or used; price plans; billing information;
andrelated phone information. The CPNI laws impact how Cox uses CPNI to market and sell Cox video, high speed internet, and
additional telephone sefvices.A subscriber'sname, address and phone number (if published) is not CPNI. For more details about the
CPNl'iules,·visit the Cox Legal Department's website on the CCI Intranet at the following address:
hftp:~/~xis.cci.cox.c()Jn/catllegal/Operations%20Product%2OSupporrt/Telephony/Telephony.htm.

O~ ?ehalfofCox T~lc~m· \{l.1 .. [Insert State ",:,here Syste.m located], 1.1.C. d/b/a as Cox Communications ("Cox'»),we-'
certIfy that'C0x mamtamed the followmg procedures durmg the penod of January 1, 200_ through December 31, 20o_· to ensure
that Cox safeguards its telephone customers' CPNI information as mandated by the FCC's rules set forth in 47 C.F.R. §64.20.09.Ariy
exceptions~or deviations to Cox's procedures are listed below, along with an explanation of any corrective measures undertaken by
Cox.

'

(Please Check Each Required Procedure Implemented)

CPNI Approval Status. Cox maintains a record of a customer's opt-in or opt-out consent, as appropriate, in the customer's internal records.
(Please detail any deviations from this policy.),
CPNI Training. Cox personnel who have access to Cox phone customers' CPNI information have received training on when they are, and are
not, authorized to use CPNI information. Cox has disciplinary process in place for personnel who inappropriately use CPNI information.
(Please detail any deviations from this policy.)

" Marketing and Sales Activities. Cox maintains records of all sales and marketing campaigns that use CPNI information. All such campaigns
were directed only to telephone customers that gave Cox opt-in or opt-out consent as appropriate, to use such information. The only exception
to this statement is some campaigns were targeted to subscribers when the service being marketed met a specific exemption set forth in the
CPNI rules.

(List any deviations to this p icy and the corrective actions that were taken.)
. e. 'I' ' e <!-- t V :r:= ,~

Marketing and Sales Activities. Cox maintains records of all sales and marketing campaigns where CPNI was disclosed or provided to third
parties, such as Cox vendors or business partners. These records include a description of each campaign, the specific CPNI used in the
campaign, and what products and services were offered as part of the campaign.

(List any deviations to this policy and the corrective actions that wer f.{1ken.)

We e C ~~ ~

Marketing and Sales Activities. All outbound marketing campaigns using CPNI were reviewed and approved, prior to being distributed to Cox
phone customers, by system supervisory personnel trained on the application of the CPNI rules.
(List any deviat' ns to this policy and the corrective actions that were taken.)

. . ~. C (? tV .:T::.

Date

This CPNI Compliance Certificate must be signed by the Vice President (or if none, the Director) of each functional area
noted below in each Cox system that offers Cox Digital Telephone® service.
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